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Principle 2: Purpose Limitation. Personal data shall be collected for specified, explicit and legitimate
purposes and not further processed in a manner that is incompatible with those purposes. This means
Elizabethan Security Ltd must specify exactly what the personal data collected will be us18(a)- for and limit the
processing of that personal data to only what is necessary to meet the specified purpose.

Principle 3: Data Minimisation. Personal data



3.3.2.Data subject consent

Each Elizabethan Security Ltd service/entity will obtain personal data only by lawful and fair means and,






a law prohibits erasure.

erasure would impair legitimate interests of the data subject.

the data subject disputes that their personal data is correct and it cannot be clearly
ascertained whether their information is correct or incorrect.

3.4.5.Profiling & Automated Decision Making
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